**What is Penetration Testing?**

**or**

**Understanding penetration testing**

It’s the process to identify security vulnerabilities in an application by evaluating the system or network with various malicious techniques. The weak points of a system are exploited in this process through an authorized simulated attack.

The purpose of this test is to secure important data from outsiders like hackers who can have unauthorized access to the system. Once the vulnerability is identified it is used to exploit the system in order to gain access to sensitive information.

A penetration test is also known as pen test and a penetration tester is also referred as an ethical hacker

We can figure out the vulnerabilities of a computer system, a web application or a network through penetration testing.

A penetration test tells whether the existing defensive measures employed on the system are strong enough to prevent any security breaches. Penetration test reports also suggest the countermeasures that can be taken to reduce the risk of the system being hacked.

Causes of vulnerabilities

* **Design and development errors**: There can be flaws in the design of hardware and software. These bugs can put your business-critical data at the risk of exposure.
* **Poor system configuration**: This is another cause of vulnerability. If the system is poorly configured, then it can introduce loopholes through which attackers can enter into the system & steal the information.
* **Human errors**: Human factors like improper disposal of documents, leaving the documents unattended, coding errors, insider threats, sharing passwords over phishing sites, etc. can lead to security breaches.
* **Connectivity**: If the system is connected to an unsecured network (open connections) then it comes in the reach of hackers.
* **Complexity**: The security vulnerability rises in proportion to the complexity of a system. The more features a system has, the more chances of the system being attacked.
* **Passwords**: Passwords are used to prevent unauthorized access. They should be strong enough that no one can guess your password. Passwords should not be shared with anyone at any cost and passwords should be changed periodically. In spite of these instructions, at times people reveal their passwords to others, write them down somewhere and keep easy passwords that can be guessed.
* **User Input**: You must have heard of SQL injection, buffer overflows, etc. The data received electronically through these methods can be used to attack the receiving system.
* **Management**: Security is hard & expensive to manage. Sometimes organizations lack behind in proper risk management and hence vulnerability gets induced in the system.
* **Lack of training to staff**: This leads to human errors and other vulnerabilities.
* **Communication**: Channels like mobile network, internet, telephone opens up security theft scope.

**Why Penetration testing?**

You must have heard of the WannaCry ransomware attack that started in May 2017. It locked more than 2 lakh computers around the world and demanded ransom payments in the Bitcoin cryptocurrency. This attack has affected many big organizations around the globe.

With such massive & dangerous cyber-attacks happening these days, it has become unavoidable to do penetration testing on regular intervals to protect the information systems against security breaches.

So, penetration testing is mainly required because:

– Financial or critical data must be secured while transferring it between different systems or over the network.  
– Many clients are asking for pen testing as part of the software release cycle.  
– To secure user data.  
– To find security vulnerabilities in an application.  
– To discover loopholes in the system.  
– To assess the business impact of successful attacks.  
– To meet the information security compliance in the organization.  
– To implement effective security strategy in the organization.

It’s very important for any organization to identify security issues present in internal network and computers. Using this information organization can plan a defense against any hacking attempt. User privacy and data security are the biggest concerns nowadays. Imagine if any hacker manages to get user details of social networking site like Facebook. The organization can face legal issues due to a small loophole left in a software system. Hence, big organizations are looking for PCI (Payment Card Industry) compliance certifications before doing any business with third-party clients.

What should be tested?

* Software (Operating system, services, application)
* Hardware
* Network
* Processes
* End-user behaviour

Penetration Testing Types:

**1) Social Engineering Test:**

In this test, attempts are being made to make a person reveal the sensitive information like password, business-critical data, etc. These tests are mostly done through phone or internet and it targets certain helpdesks, employees & processes.

Human errors are the main causes of security vulnerability. Security standards and policies should be followed by all staff members to avoid social engineering penetration attempt. Example of these standards includes not to mention any sensitive information in the email or phone communication. Security audits can be conducted to identify and correct process flaws.

**2) Web Application Test:**

Using software methods one can verify if the application is exposed to security vulnerabilities. It checks the security vulnerability of web apps and software programs positioned in the target environment.

**3) Physical Penetration Test:**

Strong physical security methods are applied to protect sensitive data. This is generally used in military and government facilities. All physical network devices and access points are tested for possibilities of any security breach. This test is not much relevant to the scope of software testing.

**4) Network Services Test**:

This is one of the most commonly performed penetration tests where the openings in the network are identified by which entry is being made in the systems on the network to check what kind of vulnerabilities are there. It can be done locally or remotely.

**5) Client-side test**:

It aims to search and exploit vulnerabilities in client-side software programs.

**6) Remote dial-up war dial**:

It searches for modems in the environment and tries to login to the systems connected through these modems by password guessing or brute forcing.

**7) Wireless security test**: It discovers the open, unauthorized and less secured hotspots or Wi-Fi networks and connects through them.

The above 7 categories we have seen is one way of categorizing the types of pen tests. We can also organize the types of penetration testing into three parts as seen below:

[![Penetration Testing](data:image/jpeg;base64,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)](https://cdn.softwaretestinghelp.com/wp-content/qa/uploads/2012/06/Penetration-Testing.jpg)

**Let’s discuss this testing approaches one by one:**

* **Black Box Penetration Testing**: In this approach, the tester assesses the target system, network or process without the knowledge of its details. They just have very high level of inputs like URL or company name using which they penetrate into the target environment. No code is being examined in this method.
* **White Box Penetration Testing**: In this approach, the tester is equipped with complete details about the target environment – Systems, network, OS, IP address, source code, schema, etc. It examines the code and finds out design & development errors. It is a simulation of internal security attack.
* **Grey Box Penetration Testing**: In this approach, the tester has limited details about the target environment. It is a simulation of external security attack.

Pen Testing Techniques:

**1)** Manual penetration test  
**2)** Using automated penetration test tools  
**3)** Combination of both manual and automated process

The third process is more common to identify all kinds of vulnerabilities.

Penetration Testing Tools:

Automated tools can be used to identify some standard vulnerability present in an application. Pentest tools scan code to check if there is malicious code present which can lead to the potential security breach. Pentest tools can verify security loopholes present in the system by examining data encryption techniques and figuring out hard-coded values like username and password.

Criteria to select the best penetration tool:

– It should be easy to deploy, configure and use.  
– It should scan your system easily.  
– It should categorize vulnerabilities based on severity that needs an immediate fix.  
– It should be able to automate verification of vulnerabilities.  
– It should re-verify exploits found previously.  
– It should generate detailed vulnerability reports and logs.

Once you know what tests you need to perform you can either train your internal test resources or hire expert consultants to do the penetration task for you.

**Examples of Free and Commercial Tools:**

=> [Try the best Pen Test Tool Here](https://bit.ly/2G2N6hw)

* [Nmap](http://nmap.org/)
* [Nessus](http://www.nessus.org/)
* [Metasploit](http://www.metasploit.com/)
* [Wireshark](http://www.wireshark.org/)
* [OpenSSL](http://www.openssl.org/)
* [Cain & Abel](http://www.oxid.it/cain.html)
* THC Hydra
* [w3af](http://w3af.sourceforge.net/)

**Commercial services:**

* [Pure Hacking](http://www.purehacking.com/)
* [Torrid Networks](http://www.torridnetworks.com/)
* [SecPoint](http://www.secpoint.com/)
* [Veracode](http://www.veracode.com/)

You can also refer to the below list available at STH that talks about 37 powerful penetration testing tools: [37 Powerful Penetration Testing Tools For Every Penetration Tester](https://www.softwaretestinghelp.com/penetration-testing-tools/)

**Limitations of Pentest tools:** Sometimes these tools can flag false positive output which results in spending more developer time on analyzing such vulnerabilities which are not present.

Manual Penetration Test:

It’s difficult to find all vulnerabilities using automated tools. There are some vulnerabilities which can be identified by manual scan only. Penetration testers can perform better attacks on application based on their skills and knowledge of the system being penetrated. The methods like social engineering can be done by humans only. Manual checking includes design, business logic as well as code verification.

**Penetration Test Process:**  
Let’s discuss the actual process followed by test agencies or penetration testers. Identifying vulnerabilities present in the system is the first important step in this process. Corrective action is taken on these vulnerability and same penetration tests are repeated until the system is negative to all those tests.

We can categorize this process in following methods:
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**1) Data collection:** Various methods including Google search are used to get target system data. One can also use the web page source code analysis technique to get more info about the system, software and plugin versions. There are many free tools and services available in the market which can give you information like database or table names, DB versions, software versions, hardware used and various third-party plugins used in the target system.

**2) Vulnerability Assessment:** Based on the data collected in the first step one can find the security weakness in the target system. This helps penetration testers to launch attacks using identified entry points in the system.

**3) Actual Exploit:** This is a crucial step. It requires special skills and techniques to launch an attack on the target system. Experienced penetration testers can use their skills to launch an attack on the system.

**4) Result analysis and report preparation:** After completion of penetration tests detailed reports are prepared for taking corrective actions. All identified vulnerabilities and recommended corrective methods are listed in these reports. You can customize vulnerability report format (HTML, XML, MS Word or PDF) as per your organization needs.

Penetration testing sample test cases (test scenarios):

Remember this is not functional testing. In Pentest your goal is to find security holes in the system. Below are some generic test cases and not necessarily applicable for all applications.

**1)** Check if the web application is able to identify spam attacks on contact forms used on the website.  
**2)** Proxy server – Check if network traffic is monitored by proxy appliances. Proxy server makes it difficult for hackers to get internal details of the network thus protecting the system from external attacks.  
**3)** Spam email filters – Verify if incoming and outgoing email traffic is filtered and unsolicited emails are blocked. Many email clients come with inbuilt spam filters which need to be configured as per your needs. These configuration rules can be applied to email headers, subject or body.  
**4)** Firewall – Make sure entire network or computers are protected with Firewall. A Firewall can be a software or hardware to block unauthorized access to a system. A Firewall can prevent sending data outside the network without your permission.  
**5)** Try to exploit all servers, desktop systems, printers and network devices.  
**6)** Verify that all usernames and passwords are encrypted and transferred over secured connection like https.  
**7)** Verify information stored in [website cookies](https://www.softwaretestinghelp.com/website-cookie-testing-test-cases/). It should not be in readable format.  
**8)** Verify previously found vulnerabilities to check if the fix is working.  
**9)** Verify if there is no open port in the network.  
**11)** Verify all telephone devices.  
**12)** Verify WIFI network security.  
**13)** Verify all HTTP methods. PUT and Delete methods should not be enabled on a web server.  
**14)** Verify if the password meets the required standards. The password should be at least 8 characters long containing at least one number and one special character.  
**15)** Username should not be like “admin” or “administrator”.  
**16)** Application login page should be locked upon few unsuccessful login attempts.  
**17)** Error messages should be generic and should not mention specific error details like “Invalid username” or “Invalid password”.  
**19)** Verify if special characters, HTML tags and scripts are handled properly as an input value.  
**20)** Internal system details should not be revealed in any of the error or alert messages.  
**21)** Custom error messages should be displayed to end user in case of web page crash.  
**22)** Verify use of registry entries. Sensitive information should not be kept in the registry.  
**23)** All files must be scanned before uploading to the server.  
**24)** Sensitive data should not be passed in URLs while communicating with different internal modules of the web application.  
**25)** There should not be any hardcoded username or password in the system.  
**26)** Verify all input fields with long input string with and without spaces.  
**27)** Verify if reset password functionality is secure.  
**28)** Verify application for[SQL Injection](https://www.softwaretestinghelp.com/sql-injection-%E2%80%93-how-to-test-application-for-sql-injection-attacks/).  
**29)** Verify application for [Cross Site Scripting](https://www.softwaretestinghelp.com/security-testing-of-web-applications/).  
**31)** Important input validations should be done at server side instead of JavaScript checks at the client side.  
**32)** Critical resources in the system should be available to authorized persons and services only.  
**33)** All access logs should be maintained with proper access permissions.  
**34)** Verify user session ends upon log off.  
**35)** Verify that directory browsing is disabled on the server.  
**36)** Verify that all applications and database versions are up to date.  
**37)** Verify URL manipulation to check if a web application is not showing any unwanted information.  
**38)** Verify memory leak and buffer overflow.  
**39)** Verify if incoming network traffic is scanned to find Trojan attacks.  
**40)** Verify if the system is safe from Brute Force Attacks – a trial and error method to find sensitive information like passwords.  
**41)** Verify if system or network is secured from DoS (denial-of-service) attacks. Hacker can target network or a single computer with continuous requests due to which resources on target system gets overloaded resulting in the denial of service for legit requests.  
**42)** Verify application for HTML script injection attacks.  
**43)** Verify against COM & ActiveX attacks.  
**44)** Verify against spoofing attacks. Spoofing can be of multiple types – IP address spoofing, Email ID spoofing, ARP spoofing, Referrer spoofing, Caller ID spoofing, Poisoning of file-sharing networks, GPS spoofing.  
**45)** Check for uncontrolled format string attack – a security attack that can cause the application to crash or execute the harmful script on it.  
**46)** Verify XML injection attack – used to alter the intended logic of the application.  
**47)** Verify against canonicalization attacks.  
**48)** Verify if the error pages are displaying any information that can be helpful for a hacker to enter into the system.  
**49)** Verify if any critical data like the password is stored in secret files on the system.  
**50)** Verify if the application is returning more data than it is required.

These are just the basic test scenarios to get started with Pentest. There are hundreds of advanced penetration methods which can be done either manually or with the help of automation tools.